**Question 1:**

For each of the first 8 Ethernet frames (after you apply SSL filter, i.e., frame 106), specify 1) the frame number, 2) frame source (client or server), determine the number of SSL records that are included in the frame, and list the SSL record types that are included in the frame.

**Hint:** You may need to see the details of each frame.

|  |  |  |  |
| --- | --- | --- | --- |
| Frame No. | Source | No. of SSL Records | Record Type |

**Question 2:**

Draw a timing diagram between client and server, with one arrow for each SSL record. (You can upload a picture of your drawing)

**Question 3:**

Answer the following questions about **ClientHello**:

Locate the ClientHello Record. Does the ClientHello record contain a nonce (also known as a "challenge")? If so, what is the value of the challenge in hexadecimal notation?

**Hint:** Pick any ClientHello frame that you see, i.e., frame 106. You may need to print the raw information by adding option –T jsonraw to the command, which will print the details in JSON with some raw information in hexadecimal.

**Question 4:**

Answer the following questions about **ClientHello**:

Does the ClientHello record advertise the cyber suites it supports? If so, in the first listed suite, what are the public-key algorithm, the symmetric-key algorithm, and the hash algorithm?

**Question 5:**

Answer the following questions about **ServerHello**:

Locate the **ServerHello**SSL Record. Does this record specify a chosen cipher suite? What are the algorithms in the chosen cipher suite?

**Question 6:**

Answer the following questions about **ServerHello**:

Does this **ServerHello** record include a nonce? If so, how long is it? What is the purpose of the client and server nonces in SSL?
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**Question 7:**

Does this **ServerHello** record include a session ID? What is the purpose of the session ID?

**Question 8:**

Does this **ServerHello** record contain a certificate, or is the certificate included in a separate record. Does the certificate fit into a single Ethernet frame?

**Question 9:**

Answer the following questions about encryption:

Locate the Client key exchange record. Does this record contain a pre-master secret? What is this secret used for? Is the secret encrypted? If so, how? How long is the encrypted secret?

**Question 10:**

What is the purpose of the **Change Cipher Spec** **record** (sent by client)? How many bytes is the record in your trace?

**Question 11:**

In the **Encrypted handshake record**, what is being encrypted? How?

**Question 12:**

Does the **Server** also send a **Change cipher record** and an **Encrypted hand shake record** to the client? How are those records different from those sent by the client?

**Question 13:**

How is the Application Data being encrypted? Do the records containing application data include a MAC? Does TShark distinguish between the encrypted application data and the MAC?